z KLAUZULA INFORMACYJNA

GOSPODARCZEGO BANKU SPOtDZIELCZEGO RADKOW Z/S W NOWEJ RUDZIE
Informacja o przetwarzaniu danych osobowych dla:
Osoéb i podmiotéw korzystajgcych z ustug Banku w zakresie ptatnosci okazjonalnych

GBS Radkdw z/s w Nowej Rudzie informuje o przetwarzaniu twoich danych osobowych
stanowigcych twojg wtasnosc zgodnie z art. 13 ust. 1 i ust.2 Rozporzadzenia Parlamentu
Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osdéb fizycznych w
zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (Ogdlne Rozporzadzenie o Ochronie Danych, zwane dalej,,RODO”):

1. Administrator danych osobowych. Gospodarczy Bank Spétdzielczy Radkéw z/s w Nowej Rudzie
ul. Radkowska 4, 57-402 Nowa Ruda, jest Administratorem twoich danych osobowych (zwanym dalej
,2Administratorem”).

2. Inspektor Ochrony Danych.

Administrator wyznaczyt Inspektora Ochrony Danych z ktédrym mozesz sie skontaktowaé w sprawach
ochrony swoich danych osobowych pod adresem e -mail: iod@gbsradkow.pl, lub pisemnie na adres
naszej siedziby wskazany w ustepie 1.

3. Na podstawie Ustawy o przeciwdziataniu praniu pieniedzy oraz finansowaniu terroryzmu GBS
Radkow z/s w Nowej Rudzie jako Administrator Danych informuje, ze: Wtasciwa identyfikacja osoby
dokonujacej ptatnosci okazjonalnej, czyli podanie przez ciebie danych osobowych jest wymogiem
ustawowym oraz jest warunkiem przeprowadzenia transakcji okazjonalnej i w takiej sytuacji
obstugujacy cie pracownik jest zobowigzany poprosi¢ o okazanie dokumentu tozsamosci.

4. Cele i podstawy przetwarzania.

Bank bedzie przetwarzac twoje dane osobowe na podstawie: 1) art. 6 ust 1 lit. c) ,RODO” twoje dane
beda przetwarzane w celu wypetnienia obowigzkéw prawnych zwigzanych z przeciwdziataniem
praniu pieniedzy oraz finansowaniu terroryzmu w tym w szczegélnosci zapewnienia przez Bank: a)
stosowania wobec swoich klientow srodkéw bezpieczenstwa finansowego (w tym: poprzez
identyfikowanie osoby upowaznionej do dziatania w twoim imieniu oraz weryfikowanie jej
tozsamosci i umocowania do dziatania w twoim imieniu oraz przetwarzania informacji zawartych w
dokumentach tozsamosci twoim i osoby upowaznionej do dziatania w twoim imieniu oraz
sporzadzania ich kopii). b) rozpoznawania ryzyka prania pieniedzy oraz finansowania terroryzmu
zwigzanego ze stosunkami gospodarczymi lub z transakcjg okazjonalng oraz oceny poziomu
rozpoznanego ryzyka, c) dokumentowania rozpoznanego ryzyka prania pieniedzy oraz finansowania
terroryzmu zwigzanego ze stosunkami gospodarczymi lub z transakcjg okazjonalng oraz jego oceny, w
tym poprzez dokumentowanie zastosowanych srodkéw bezpieczeristwa finansowego oraz wynikéw
biezgcej analizy przeprowadzanych transakgji, jak réwniez wykazywania na zgdanie organdéw o
ktorych mowa w art. 130 ustawy o przeciwdziataniu praniu pieniedzy i finansowaniu terroryzmu, ze
przy uwzglednieniu poziomu rozpoznanego ryzyka prania pieniedzy oraz finansowania terroryzmu
zwigzanego z danymi stosunkami gospodarczymi lub transakcjg okazjonalng zastosowaty
odpowiednie Srodki bezpieczenstwa finansowego, 2) ustalenia i dochodzenia wtasnych roszczen lub
obrony przed zgtoszonymi roszczeniami, a takze ochrona mienia i zapewnienie bezpieczenstwa
(monitoring wizyjny) — podstawg prawng przetwarzania danych osobowych w tym zakresie jest
prawnie uzasadniony interes realizowany przez Bank, ktérym jest obrona intereséw Banku, tj. art. 6



ust. 1 lit. f RODO, 5. Okres przechowywania. 1) twoje dane osobowe bedg przechowywane przez 5 lat
dla danych uzyskanych w wyniku stosowania srodkéw bezpieczenstwa finansowego oraz danych
koniecznych do identyfikacji transakgji, liczac od pierwszego dnia roku nastepujgcego po roku, w
ktérym zakonczono z tobg stosunki gospodarcze lub w ktérym przeprowadzono transakcje
okazjonalne, badz 5 lat dla danych znajdujgcych sie w wynikach biezgcych analiz przeprowadzonych
transakgji, liczac od pierwszego dnia roku nastepujgcego po roku ich przeprowadzenia. W obu ww.
wypadkach na zadanie Generalnego Inspektora Informacji Finansowej ztozone przed uptywem
okresu, o ktérym mowa wyzej, twoje dane osobowe bedg przechowywane przez kolejny okres nie
dtuzszy niz 5 lat, liczac od dnia, w ktérym uptywa okres, jezeli jest to konieczne w celu
przeciwdziatania praniu pieniedzy lub finansowaniu terroryzmu. 2) w zakresie danych niezbednych do
ustalenia i dochodzenia wtasnych roszczen przez Bank lub obrony przed zgtoszonymi roszczeniami —
do momentu przedawnienia potencjalnych roszczen, a w zakresie danych wizualnych — przez okres
do 3 miesiecy od momentu nagrania.

5. Odbiorcy danych.

Odbiorcami twoich danych osobowych beda: a) upowaznieni pracownicy GBS Radkow z/s w Nowej
Rudzie, b) Generalny Inspektor Informacji Finansowej

6. Prawa oséb, ktorych dane dotycza:

Zgodnie z ,,RODO” przystuguje ci : a) prawo dostepu do swoich danych oraz otrzymania ich kopii; (art.
15 RODO) b) prawo sprostowania (poprawiania) swoich danych; (art. 16 RODO) c) prawo usuniecia
danych, ograniczenia przetwarzania danych; (art. 17 i art. 18 RODO) d) prawo przenoszenia danych;
(art. 20 RODO) e) prawo whniesienia sprzeciwu wobec przetwarzania danych; (art. 21 RODO) f) prawo
whiesienia skargi do organu nadzorczego. (art. 77 RODO) Organem Wtasciwym do zgtaszania
naruszen dotyczacych ochrony danych osobowych jest Prezes Ochrony Danych Osobowych (Prezes
UODO). Dane adresowe: Urzad Ochrony Danych Osobowych ul. Stawki 2 00-193 Warszawa. Infolinia:
606-950-000. www.uodo.gov.pl.

7. Zautomatyzowane podejmowanie decyzji, w tym profilowanie.

Profilowanie nalezy rozumiec¢ jako dowolng forme zautomatyzowanego przetwarzania danych
osobowych, ktére polega na wykorzystaniu danych osobowych do oceny niektérych cech osoby
fizycznej, w szczegdlnosci do analizy lub prognozy aspektdw dotyczgcych pracy tej osoby fizycznej, jej
sytuacji ekonomicznej, zdrowia, osobistych preferencji, zainteresowan, wiarygodnosci, zachowania,
lokalizacji lub przemieszczania sie. W zakresie niezbednym do ztozenia dyspozycji lub zlecenia
przeprowadzenia transakcji, dane osobowe osoby, ktérej dane dotyczg mogg by¢ przetwarzane w
sposéb zautomatyzowany, w tym profilowany. Tego rodzaju przypadek wystapi w nastepujacej
sytuacji: a) dokonania oceny ryzyka prania pieniedzy oraz finansowania terroryzmu; ocena
dokonywana jest na podstawie danych zadeklarowanych w dokumentach przedstawionych przy
ztozeniu dyspozycji lub zlecenia przeprowadzenia transakcji albo przy zawieraniu umowy w oparciu o
ustalone kryteria (rodzaju klienta, obszaru geograficznego, przeznaczenia rachunku, rodzaju
produktdow, ustug i sposobdw ich dystrybucji, poziomu wartosci majatkowych deponowanych przez
klienta lub wartosci przeprowadzonych transakcji, celu, regularnosci lub czasu trwania stosunkéw
gospodarczych); konsekwencjg dokonania oceny moze by¢ automatyczne zakwalifikowanie do grupy
ryzyka, gdzie kwalifikacja do grupy nieakceptowanego ryzyka moze skutkowac blokadg i
nienawigzaniem relacji; skutkiem ewentualnego stwierdzenia uzasadnionych podejrzen prania
pieniedzy lub finansowania terroryzmu jest zgtoszenie takiej transakcji do odpowiednich organéw
panstwowych lub mozliwos$¢ wypowiedzenia umowy.



8. Przekazywanie danych osobowych do panstwa trzeciego.

Bank w przypadkach uzasadnionych i koniecznych, w celu wykonania umowy (np. realizacji twoich
dyspozycji zwigzanych z realizacjg ustug ptatniczych), na twoje zgdanie udostepni twoje dane
osobowe podmiotom majgcym siedzibe poza Europejskim Obszarem Gospodarczym (EOG). W
kazdym przypadku, gdy dane sg przekazywane do podmiotéw poza Europejskim Obszarem
Gospodarczym, stosujemy odpowiednie zabezpieczenia w postaci: przekazywanie danych do panstw
objetych Decyzjg Komisji Europejskiej, stwierdzajgcg odpowiedni stopien ochrony lub stosowania
standardowych klauzul ochrony danych przyjetych przez Komisje Europejska.

9.0bowigzek podania danych osobowych.

Podanie danych osobowych ma charakter dobrowolny, jednakze ich brak bedzie stanowit przeszkode
w realizacji przez Bank Pani/Pana zgdania.



